COMMUNITY ASSOCIATION
UNDERWRITERS

Let Us Introduce Ourselves

We wanted to take a moment to introduce ourselves and
provide some key information and contacts in case you have
any immediate questions or need any help going forward.

Your Community Association Underwriters policy includes
equipment breakdown as part of your total insurance program.
The Hartford Steam Boiler Inspection and Insurance Company
(HSB) in partnership with Community Association Underwriters
of America, Inc. (CAU) provides inspection services under
their insurance program.

In most States, the law requires that Boilers and Pressure
Vessels of certain sizes must be inspected. HSB performs
these inspections for CAU customers at no charge. If
your Boiler or Pressure Vessel needs an inspection, call
our Inspection Hotline to schedule a free inspection. If
you are not sure if your equipment needs an inspection,
call the Hotline and they will be able to assist you in the
determination.

We are very excited for the opportunity to provide you with
this important service and look forward to working closely with
you.

Inspection Scheduling

There are two ways to contact HSB to schedule an inspection
or ask questions. They are:

Telephone: Inspection Hotline: (800) 333-4677
Email: NSCINSP_HOTLINE@hsb.com

Please provide the following:
¢ Identify that you are with the CAU Insurance Program
* Provide Insurance Policy Number
* Your Contact information
» Location address of the equipment
* Type of equipment

Your Equipment Inspections Provider

© 2018 The Hartford Steam Boiler Inspection and Insurance Company. All rights reserved. This document is intended for information
purposes and does not modify or invalidate any of the provisions, exclusions, terms or conditions of the policy and endorsements.

For specific terms and conditions, please refer to the coverage form.



AMERICAN ALTERNATIVE INSURANCE CORPORATION

Administration Office: 555 College Road East, Princeton, NJ 08543-5241
800.305.4954

Statutory Office: 2711 Centerville Road, Suite 400 - Wilmington, DE 19805 Homeowners Association Insurance Pol |Cy

(a stock insurance company)

DECLARATIONS A: GENERAL POLICY INFORMATION

e Coverage applies only when a limit of insurance is shown in these declarations. These declarations are summaries,
only. Please refer to the coverage forms and applicable endorsements for complete information.

¢ In return for the payment of the premium and subject to all the terms of this policy, we agree with you to provide the
insurance stated in this policy.

Named Insured Name and Mailing Address
Thompson Park Homeowners Association, Inc.
C/O Silver Mountain Properties
326 Highway 133, Suite 120
Carbondale, CO 81623

Policy Number Annual Premium Fee

| CAU520809-2 | $20,746.00 | $0.00

Policy Period Effective Date* Expiration Date*
| | 04/01/2022 | 04/01/2023

*12:01 AM Standard Time at your premises address

DIRECTORY OF DECLARATIONS

Declarations Page

A General Policy Information

B Directory of Applicable Forms

C 1. Addresses and Description of Buildings and “Units”
D 1. Community Property

2. “Units”

3. Additional Community Property

4. Natural Outdoor Property

Property Consequential Loss Coverages
Crime Coverages

1. Liability Coverages

1. Environmental Impairment Liability
Cyber Suite Coverage
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INSURANCE
Mountain West Insurance & Financial Services, LLC
100 E. Victory Way
Craig, CO 81625

COMMUNITY ASSOCIATION
UNDERWRITERS

Countersigned (Date) By (Authorized Representative)
03/15/2022 | S O Fy
]
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Homeowners Association Insurance Policy

DECLARATIONS B: DIRECTORY OF APPLICABLE FORMS

Form Number and Edition Date Form Title

CAU 3020 07/17
CAU 3070 07/17
CAU 3090 06/19
CAU 3103 12/20
CAU 3106 06/19
CAU 3110 07/17
CAU 3207 07/17
CAU 3211 07/17
CAU 3226 07/18
CAU 3227 07/18
CAU 3506 07/17
CAU 3615 06/19
CAU 3706 06/19

Homeowners Association Insurance Policy
Environmental Impairment Liability Coverage Part
Cyber Suite Coverage Part

Disclosure Pursuant to Terrorism Risk Insurance Act
Cap on Losses from "Certified Acts of Terrorism"
Amended Water Exclusion

Additional Claim Expenses

Property Limitation - "Units"

Deductible Credit

Deductible Allowance

Colorado Changes - Amendatory Endorsement
Colorado Disclosure Form - Claims-Made Policy

Colorado Changes - Amendatory Endorsement

DECLARATIONS C: 1. ADDRESSES AND DESCRIPTION OF BUILDINGS AND “UNITS”

1. ADDRESSES AND DESCRIPTION OF BUILDINGS AND “UNITS”

Coverage is provided for eight two-story frame homeowners association buildings containing twenty seven residential units.
The premises is located at 108-110, 111-113, 202A, 202B, 202C, 204-210 (even), 211-217 (odd), 212-218 (even), 205,
206, 207, 300-308 (even) Lewies Circle, Carbondale, Garfield County, CO 81623.

CAU 3001 06/19

Policy # CAU520809-2
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Homeowners Association Insurance Policy

DECLARATIONS D: PROPERTY DIRECT COVERAGES

¢ Unless otherwise indicated, all Limits apply on a per occurrence basis.

1. COMMUNITY PROPERTY

2. “UNITS”

3. ADDITIONAL COMMUNITY PROPERTY
4. NATURAL OUTDOOR PROPERTY

1. COMMUNITY PROPERTY

Causes of Loss Limit of Insurance * Deductible
Special including “Equipment Breakdown” Guaranteed Replacement Cost $5,000 Per Occurrence

* In addition to the deductible which may result under D.2.

Community Buildings Community Structures Community Personal Property

All buildings described in All of the items listed below are covered  * Equipment

Declarations C.1. including: when not forming part of, or located * Tools

* Residences within, or on a building. * Supplies and furnishings

* “Swimming Pools” *“Money” and “Securities”
* Statues * Non-motorized watercraft
* Outdoor fixtures * “Computer equipment”, and “Media”
* Pool and Pump Houses * “Valuable papers and records”
* Signs * Accounts receivables

* Roads, drives, walkways and other
paved surfaces

* Recreation fixtures and courts

* Antennas and satellite dishes

* Sheds

* Temporary seasonal structures

* Shelters

* Cabanas

* Freestanding walls (excluding
retaining walls)

* Fountains

* Fences and gates

» Gazebos

» Gate houses

* Mailboxes

* Light and flag poles

* Benches

2. “UNITS”: All real property comprising the “unit” as initially installed in accordance with your association's original
plans and specifications, or like kind and quality of such property. CAU 3211 Property Limitation - "Units" applies.

Causes of Loss Limit of Insurance * Deductible
Ice Damming Guaranteed Replacement Cost $5,000 Per “Unit”

* In addition to the deductible which may result under D.1.

3. ADDITIONAL COMMUNITY PROPERTY

Causes of Loss Valuation Deductible
Special including “Equipment Breakdown” Replacement Cost None

CAU 3001 06/19 Policy # CAU520809-2 Page 3 of 9



Homeowners Association Insurance Policy

Covered Property

Limit of Insurance

Additional Structures:
Bridges, Docks, Retaining Walls, Piers, Bulkheads and Wharves

Newly Acquired Buildings and Structures
Buildings and Structures as described in D.1. above that you acquire at
locations other than the location described in C.1.

Newly Acquired Community Personal Property
Community personal property while at locations other than the “premises”

Newly Conveyed Buildings and Structures
New buildings and structures built at the location described in C.1.

“Personal Effects”
Personal Property of your directors and “officers” or “employees” while
acting in the scope of their duties as such.

Personal Property of Others
Personal property of others temporarily in your care, custody or control.

Off “Premises” Community Personal Property
Community personal property while temporarily at other locations within
the “coverage territory”.

Community Personal Property In Transit
Community personal property while on conveyances being operated
between points in the “coverage territory”.

“Fine Arts”

Paintings, Pictures, Prints, Etchings, Sculptures, Art Glass, “Jewelry”,
“Furs”, and other bona fide works of art of rarity, historical value or artistic
merit.

$10,000

$250,000

$250,000
$250,000
$5,000
$15,000
$5,000
$15,000

$50,000

$50,000

$15,000
$50,000

Per Person
Per Occurrence

Per Person
Per Occurrence

Per ltem
Per Occurrence

4. NATURAL OUTDOOR PROPERTY

Causes of Loss Valuation

Deductible

“Specified Causes of Loss” Replacement Cost

Covered Property

None

Limit of Insurance

Trees, Lawns, Shrubs, Plants

$20,000 Per Occurrence

$1,000 Maximum Per Tree, Plant, Lawn or Shrub

CAU 3001 06/19 Policy # CAU520809-2
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Homeowners Association Insurance Policy

DECLARATIONS E: PROPERTY CONSEQUENTIAL LOSS COVERAGES

Coverages apply only as a consequence of direct physical loss or damage to “covered property” caused by or resulting
from a covered Cause of Loss.
* Unless otherwise indicated, all Limits apply on a per occurrence basis
* No Deductible applies to Property Consequential Loss Coverages
1. ORDINANCE OR LAW
2. LOSS OF INCOME
3. SUPPLEMENTARY PAYMENTS

1. ORDINANCE OR LAW

Covered Property Consequential Loss Limit of Insurance Valuation

Coverage
Community Buildings, “Units” Undamaged Portion Guaranteed Replacement Cost Guaranteed Replacement Cost
Community Buildings, “Units” Demolition Costs $500,000 Actual Loss Sustained
Community Buildings, “Units” Increased Cost of Construction $500,000 Increased Replacement Cost

2. LOSS OF INCOME

Community Income and Maintenance Fees and Limit of Insurance Valuation
Assessments; Extra Expense; Rents; Community Income;  Actual Loss Sustained Actual Loss Sustained
Increased Period of Restoration; other temporary operation

expenses.

3. SUPPLEMENTARY PAYMENTS

Limit of Insurance Valuation
¢ Removal of Fallen Trees $10,000 Actual Loss Sustained
$1,000 Maximum per Tree Actual Loss Sustained
¢ “Pollutant” Cleanup and Removal $25,000 per continuous 12 month Actual Loss Sustained
period
* Property Removal $300,000 Actual Loss Sustained
* Monetary Reward $5,000 10% of Paid Claim
* Debris Removal $300,000 Actual Loss Sustained
e Fire Department Service Charges $10,000 Actual Loss Sustained
¢ Fire Extinguisher Recharge $1,000 Actual Loss Sustained

DECLARATIONS F: CRIME COVERAGES

* Unless otherwise indicated, all Limits apply on a per occurrence basis

Valuation Deductible

Actual Loss Sustained None

Covered Property Causes of Loss Limit of Insurance

All “Covered Property” “Employee Dishonesty” $150,000 Combined Limit
All “Covered Property” “Computer Fraud”

“Covered Instruments” “Depositors Forgery”

CAU 3001 06/19 Policy # CAU520809-2 Page 5 of 9



Homeowners Association Insurance Policy

DECLARATIONS G: 1. LIABILITY COVERAGES - PRIMARY AND EXCESS

1. Liability - Primary and Excess Limits of Insurance apply as:
¢ Indemnity payments for claims or “suits” seeking damages
* Both primary and excess unless otherwise indicated

Coverage Limit of Insurance Type of Limit
“Bodily Injury” And “Property Damage” $1,000,000 Per “Occurrence”
Products / Completed Operations $1,000,000 Per “Occurrence”
$1,000,000 Annual Aggregate
“Personal Injury” & “Advertising Injury” $1,000,000 Per “Offense”
Property Damage Legal Liability—Real Property $1,000,000 Per “Occurrence”
“Hired Auto” and “Nonowned Auto” $1,000,000 Per “Occurrence”
Medical Payments $5,000 Per Accident

Garage and Parking Areas Legal Liability

Comprehensive Coverage $500 Deductible Applies
Per “Occurrence”
$25,000 Per “Occurrence” Limit
Collision Coverage $500 Deductible Applies

Per “Occurrence”

$25,000 Per “Occurrence” Limit

CAU 3001 06/19 Policy # CAU520809-2 Page 6 of 9



Homeowners Association Insurance Policy

DECLARATIONS H: CLAIMS MADE LIABILITY COVERAGES

1. ENVIRONMENTAL IMPAIRMENT LIABILITY COVERAGE

1. ENVIRONMENTAL IMPAIRMENT LIABILITY - CLAIMS MADE AND REPORTED

Limits of Insurance apply as: ¢ Indemnity payments and “defense costs” for “claims” seeking damages arising out of
“pollution conditions”.

Coverage Limit of Insurance

Environmental Impairment Liability $500,000 Each “Loss”
$500,000 Aggregate
$5,000 Retained Limit Each “Loss”
Retroactive Date: NONE

This insurance does not apply to “loss” from “pollution conditions” which took place before the Retroactive Date.

Optional Extended Reporting Period: 1 year
The premium for the Optional Extended Reporting Period is: $111
NOTICE

Any emergency arising out of “pollution conditions” covered by Environmental Impairment Liability
Coverage should be reported immediately to the on call 24 hour hotline at 1-800-432-2481, administered
by XL Specialty Claims, a division of the XL Insurance Companies.

CAU 3001 06/19 Policy # CAU520809-2 Page 7 of 9



Homeowners Association Insurance Policy

DECLARATIONS I: CYBER SUITE COVERAGE

Limits of Insurance apply as: Indemnity payments for “loss” arising out of Data Compromise, “Computer Attack”,
Data Compromise Liability, Network Security Liability, and Electronic Media Liability.

CYBER SUITE “AGGREGATE LIMIT” $100,000 Annual “Aggregate Limit”

CYBER SUITE DEDUCTIBLE $2,500 Per Occurrence

Coverage Limit of Insurance

Data Compromise Response Expenses $100,000 Cyber Suite “Aggregate Limit”

1st Party Named Malware $50,000 per occurrence

Forensic IT Review $50,000 per occurrence

Legal Review $50,000 per occurrence

Public Relations $5,000 per occurrence subject to maximum promotion

costs of $25 per “affected individual”

Regulatory Fines and Penalties $50,000 per occurrence

PCI Fines and Penalties $50,000 per occurrence

Notification to “Affected Individuals” $100,000 Cyber Suite “Aggregate Limit”

Services to “Affected Individuals” $100,000 Cyber Suite “Aggregate Limit”

Computer Attack and Cyber Extortion $100,000 Cyber Suite “Aggregate Limit”

Loss Of Business $50,000 per occurrence

Public Relations $5,000 per occurrence

Cyber Extortion $10,000 per occurrence

LIABILITY COVERAGES Limit of Insurance

Data Compromise Liability $100,000 Cyber Suite “Aggregate Limit”
3rd Party Named Malware $50,000 per occurrence

Network Security Liability $100,000 Cyber Suite “Aggregate Limit”

Electronic Media Liability $100,000 Cyber Suite “Aggregate Limit”

Optional Extended Reporting Period: 1 year

The premium for the Optional Extended Reporting Period is: $136

CAU 3001 06/19 Policy # CAU520809-2 Page 8 of 9



Homeowners Association Insurance Policy

In Witness Whereof, American Alternative Insurance Corporation has caused this policy to be executed and attested, and, if
required by state law, this policy shall not be valid unless countersigned by our duly authorized representative.

Dtoclonl fr

Michael G. Kerner
President and Chief Executive Officer

¢
Ignacio Rivera
Deputy General Counsel and Assistant Secretary

CAU 3001 06/19 Policy # CAU520809-2 Page 9 of 9



Environmental Impairment Liability Coverage Part

This Coverage Part Provides Claims Made Coverage.

Throughout this policy, the words, “you” and “your” refer to the named insured shown in the “Declarations”. “We”, “us”
and “our” refer to the company providing this insurance. Other words and phrases that appear in quotation marks have
special meanings. Refer to XXIl. DEFINITIONS SECTION of the policy and VIl. ENVIRONMENTAL IMPAIRMENT

LIABILITY ADDITIONAL CHANGES.

The word insured means any person or organization qualifying as such under Ill. ENVIRONMENTAL IMPAIRMENT

LIABILITY WHO IS AN INSURED SECTION.

This Environmental Impairment Liability Coverage Part along with XXI. COMMON POLICY CONDITIONS SECTION
and XXII. DEFINITIONS SECTION of the policy contain all our obligations regarding this coverage. We have no
other obligation unless the policy, that this Environmental Impairment Liability Coverage Part is part of, is

amended accordingly.

.  ENVIRONMENTAL IMPAIRMENT LIABILITY COVERAGE
SECTION

A. ENVIRONMENTAL IMPAIRMENT LIABILITY

We shall pay “loss” the insured becomes legally
obligated to pay as the result of “claim(s)” first made
against the insured during the “policy period”. Insurance
is provided by this Environmental Impairment Liability
Coverage Part for any “claim(s)” or “suit(s)” made or
brought in the “coverage territory” and:

1. Arising out of “pollution conditions” on, at, under
or emanating from the locations(s) stated in the
“Declarations”; and,

2. Reported to us in accordance with VI.C.
ENVIRONMENTAL IMPAIRMENT LIABILITY
CONDITIONS SECTION; and,

3. Reported to us during the “policy period” or where
applicable, the extended reporting period in
accordance with V. ENVIRONMENTAL
IMPAIRMENT LIABILITY EXTENDED
REPORTING PERIOD SECTION.

B. DEFENSE AND PAYMENT

1. Even if the allegations are groundless, false or
fraudulent, we will have the right and duty to
defend against any “claim(s)” or “suit(s)".

2. “Defense costs” are subject to the following:
a. We may investigate any “claim(s)” or “suit(s)”
at our discretion.
b. Ourright and duty to defend ends when we

have exhausted the limit of insurance in the
payment of “loss”.

c. Subjectto I.B.3., we may, at our option, give
you our consent to defend any “claim(s)” or
“suit(s)”

d. Subject to I.B.3., no “defense costs” will be
incurred or settlements made without our
consent, which will not be unreasonably
withheld. We will not be liable for any
settlements or “defense costs” to which we
have not consented in writing.

Subject to the following, if the limits of insurance
stated in the “Declarations” has been or soon will
be exhausted, we will transfer to you control of
any existing defense:

a. We will notify you in writing as soon as
reasonably possible. We will advise you that
our duty to defend either has terminated or is
about to terminate subject to the payment of
the limit of insurance. We will advise you that
we will no longer handle the defense of any
“claim(s)” or “suit(s)” reported to us after the
date we provide this notice.

b. We will take immediate and appropriate steps
to transfer control to you of any existing
defense at the time of or prior to exhaustion
of the limit of insurance. You will agree to
reimburse us for any reasonable costs we
incur in connection with the transfer of the
defense.

c. We will take appropriate steps necessary to
defend the “claim(s)” or “suit(s)” during the
transfer of the defense and to attempt to avoid
any unfavorable legal action provided that the
insured cooperates with the transfer.

d. The exhaustion of the limit of insurance by
the payment of “loss” will not be affected by
our failure to comply with any of the provisions
of this section.

Even if we initially defend or initially pay to defend
any “claim(s)” or “suit(s)”, we may later determine
that there is no coverage for “claim(s)” or “suit(s)”.

Includes copyrighted material of Insurance Services Office, Inc. with its permission
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Environmental Impairment Liability Coverage Part

This Coverage Part Provides Claims Made Coverage.

In that event, we have the right to reimbursement
for the “defense costs” we incur from the date we
notify you, in writing, of our:

a. Determination that coverage does not apply;

b. Reservation of our rights to terminate the
defense or payment for the defense; and

c. Intention to seek reimbursement of our
“defense costs”.

ENVIRONMENTAL IMPAIRMENT LIABILITY
EXCLUSIONS SECTION

This insurance does not apply to “loss” based upon or
arising out of any of the following:

A.

KNOWN CONDITIONS

“Pollution conditions” existing prior to the inception of
this policy that are known to any insured and that were
not disclosed to us in writing in the application or
related materials prior to the inception of this policy.

MULTIPLE DAMAGES/FINES/PENALTIES

Civil, administrative or criminal fines or penalties,
assessments, punitive, exemplary or multiplied
damages. However, this exclusion does not apply to
punitive, exemplary or multiplied damages where
insurance coverage is allowable by law.

“EMPLOYERS LIABILITY”
“Bodily injury” to:

1. An “employee” of an insured arising out of and in
the course of:

a. Employment by the insured; or

b. Performing duties related to the conduct of
the insured’s business; or

2. The spouse, child, parent, brother or sister of that
“employee” as a consequence of subparagraph
1. above.

This exclusion applies:

1. Whether an insured may be liable as an employer
or in any other capacity; and,

2. To any obligation to share damages with or repay
someone else who must pay damages because
of the injury.

WORKERS’ COMPENSATION AND SIMILAR LAWS

Any obligation of any insured under a workers
compensation, disability benefits or unemployment
compensation law or any similar law.

E.

CONTRACTUAL LIABILITY

Liability of others assumed by any insured under any
contract or agreement unless the liability would exist
in the absence of a contract or agreement.

INSURED’S PROPERTY/BAILEE LIABILITY

“Property damage” to property owned, leased or
operated by or in the care, custody or control of any
insured, even if such “property damage” is incurred to
avoid or mitigate “loss” which may be covered under
this policy.

VEHICLES

The ownership, maintenance, use, operation, “loading
or unloading”, or entrustment to others of any
automobile, aircraft, watercraft, rolling stock or all
transportation, including any cargo carried thereby,
beyond the legal boundaries of locations shown in the
“Declarations”.

DIVESTED PROPERTY

“Pollution conditions” on, at, under or emanating from
the locations shown in the “Declarations” where the
actual discharge, dispersal, release, seepage,
migration or escape of “pollution conditions” begins
subsequent to the time such locations are sold, given
away or abandoned by the first named insured or
condemned.

NUCLEAR HAZARD

Under any liability coverage, to “bodily injury”, “property
damage” or “remediation expense” based upon or
arising out of;

1. lonizing radiations or contamination by
radioactivity from any nuclear fuel or from any
nuclear “waste” from the processing or reaction
of nuclear fuel;

2. The radioactive, toxic, explosive or other
“hazardous properties” of any explosive nuclear
assembly or nuclear component thereof;

3. The existence, required removal or abatement of
Naturally Occurring Radioactive Material, including
but not limited to radon;

4. High-level radioactive “waste” (spent nuclear fuel
or the highly radioactive “waste” produced if “spent
fuel” is reprocessed), uranium milling residues and
“waste” with greater than specified quantities of
elements heavier than uranium; or

5. Mixed Waste as defined in Title 40 Code of
Federal Regulations, Part 266.210; however, this
clause 7. does not apply to Mixed Waste that

Includes copyrighted material of Insurance Services Office, Inc. with its permission
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Environmental Impairment Liability Coverage Part

This Coverage Part Provides Claims Made Coverage.

contains Waste as defined in Title 10 Code of
Federal Regulations, Part 61.2,

6. Waste as defined in Title 10 Code of Federal
Regulations, Part 61.2; and/or

7. material regulated by the United States Nuclear
Regulatory Commission or an Agreement State
under a Type A, B or C Specific License of Broad
Scope as defined in Title 10 Code of Federal
Regulations, Part 33.11.

a. Including, but not limited to the actual, alleged
or threatened exposure of any person(s) or
property to any such matter.

PRODUCTS LIABILITY

Goods or products manufactured, sold, handled,
distributed, altered or repaired by the insured or by
others trading under the insured’s name including, with
regard to such goods or products, any container, any
failure to warn and any reliance on a representation or
warranty made at any time. However, this exclusion
applies only if the “pollution conditions” occur away
from the locations owned, operated or leased by the
insured and after physical possession of such has been
relinquished to others.

INTENTIONAL ACTS

“Pollution conditions” that result from intentional
disregard of, or the deliberate, willful or dishonest
noncompliance by any insured with any statute,
regulation, ordinance, order, administrative complaint,
notice letter or instruction from, by or on behalf of any
governmental agency or representative.

HOSTILE ACTS

Any consequence, whether direct or indirect, of war,
invasion, act of foreign enemy, hostilities (whether or
not war be declared), civil war, rebellion, revolution
insurrection or military or usurped power.

ROT, MOLD, MILDEW OR OTHER FUNGI

Based upon or arising out of the exposure to, required
removal or abatement of rot, mold, or mildew or other
fungi, regardless of whether such rot, mold, or mildew
or other fungi, ensues from any cause or condition on,
at, under or emanating from or to the “premises”,

in the “Declarations”, but only if the existence of the
“UST” is known to any insured.

This exclusion does not apply to any “UST” described
in the “Underground storage tanks” and Associated
Piping Schedule or storage tank(s) situated in an
underground area (such as a basement or cellar) if the
storage tank is situated upon or above the surface of
the floor.

“UNITS” AND PRIVATE STORAGE AREAS

“Pollution conditions” in, at or emanating from “units”
or private storage areas regardless of where the “bodily
injury” or “property damage” occurs.

However, this exclusion does not apply to the “defense
costs” provided under [.B.2. DEFENSE AND
PAYMENT.

LEAD BASED PAINT AND ASBESTOS

Based upon or arising out of the existence, required
removal or abatement of lead based paint or asbestos
in any form, in any building or structure, including but
not limited to products containing asbestos, asbestos
fibers, asbestos dust, and asbestos containing
materials.

However, this exclusion does not apply to a “claim(s)”
for “bodily injury” and related “defense costs” resulting
from lead-based paint or asbestos in any form,
including but not limited to products containing
asbestos, asbestos fibers, asbestos dust, and asbestos
containing materials on, at under or emanating from
the locations(s) stated in the “Declarations”.

RETROACTIVE DATE

Based upon or arising out of any “pollution conditions”
that commenced prior to the Retroactive Date, if any,
shown in the “Declarations” which includes any
dispersal, migration or further movement of the
“pollution conditions” on or after the Retroactive Date
stated in the “Declarations”.

COMMUNICABLE DISEASES

Based upon or arising out of the exposure to infected
individuals or animals, or contact with bodily fluids of
infected individuals or animals.

) ) o s lll. ENVIRONMENTAL IMPAIRMENT LIABILITY WHO IS AN
including but not limited to any such cause or condition

; . . L INSURED SECTION

involving the presence, discharge or infiltration of

moisture, vapor, water or any other liquid, or any A. Each of the following is an insured:
damage related to any of these. 1

N. “UNDERGROUND STORAGE TANKS”

You and any “subsidiary” named in the
“Declarations”;

2. Any person who has been, now is, or shall become
a duly elected or appointed director or trustee, a

The past or current existence of any “underground
storage tank (USTs)” on, at or under any location listed

Includes copyrighted material of Insurance Services Office, Inc. with its permission
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Environmental Impairment Liability Coverage Part

This Coverage Part Provides Claims Made Coverage.

duly elected or appointed officer, an “employee”,
or “committee member”, whether or not salaried,
and any of your members acting at the direction
of your board of directors on your behalf in a
voluntary capacity;

3. The estate of any insured in 2. above who is
deceased; and

4. Legal representatives or assigns of any insured
in 1. or 2. above who is insolvent, incompetent, or
bankrupt.

5. Any person, other than your “employee”, or any
organization, while acting as your community
manager.

B. None of the following is an insured:

Any community manager, director, “officer”,
‘employee”, “committee member”, or unit owner who
is or was affiliated in any capacity with your builder,
developer or sponsor, is not an insured for any
“claim(s)” or “suit(s)” however alleged or pleaded,
seeking damages for “bodily injury” or “property
damage” arising from, related to or caused, in whole
or in part, by faulty, inadequate, defective or negligent
design or construction of any property, including any
allegation in such “claim(s)” or “suit(s)” of failure to
maintain, repair or replace such property.

IV. ENVIRONMENTAL IMPAIRMENT LIABILITY LIMITS OF

INSURANCE SECTION

A. The limits of insurance shown in the “Declarations”
and the provisions of this section determine the
most we will pay for “loss” regardless of the
number of:

1. insureds and additional insureds;
2. “claim(s)” made or “suit(s)” brought; or

3. persons or organizations making “claim(s)” or
bringing “suit(s)”.

B. LIMITS OF INSURANCE ARE SUBJECT TO THE
FOLLOWING:

1. The each Aggregate limit is the most we will pay
for “loss” covered by this Environmental
Impairment Liability Coverage Part.

2. Subjectto 1. above:

a. the each “loss” limit is the most we will pay
for damages because of all “loss” arising out
of the same or related “pollution conditions”
at any one location; and,

b. all “loss” from one or more “claim(s)” arising
out of the same or related “pollution

conditions” and reported to us, in writing, over
more than one “policy period” shall be
considered a single “loss”. Such “loss” will be
subject to the limits of insurance in effect at
the time of the first reported “pollution
conditions” will apply.

3. Theinsured’s retained limit in effect at the time
the “claim(s)” is first reported shall be deducted
from the amount of each “loss”. You must bear
the retained limit and you are not permitted to
insure it without our written consent.

4. We shall pay for a “loss” only in excess of such
retained limit up to the applicable limits of
insurance. We may pay any part or all of the
insured’s retained limit to settle a “claim(s)” or
“suit(s)” and you agree to promptly reimburse us
for the part of the retained limit paid by us.

ENVIRONMENTAL IMPAIRMENT LIABILITY EXTENDED
REPORTING PERIOD SECTION

We will provide an Automatic Extended Reporting Period
as described in V.A. below and, if you purchase it, an
Optional Extended Reporting Period described in V.B. in
the event of any “termination of coverage”.

Notwithstanding anything to the contrary above, the
Automatic Extended Reporting Period and Optional
Extended Reporting Period do not apply when this policy
is terminated for fraud, misrepresentation, or non-payment
of premium or where the insured has purchased other
insurance to replace this policy.

A. AUTOMATIC EXTENDED REPORTING PERIOD

1. The Automatic Extended Reporting Period starts
at the end of the “policy period” and lasts for 90
days. This extension is subject to the other
provisions of this policy and applies to “claim(s)”
first made against the insured during the 90 days
immediately following the end of the “policy
period”.

2. The Automatic Extended Reporting Period is
provided without additional charge.

3. The Automatic Extended Reporting Period applies
only if no subsequent insurance you purchase
applies to the “claim(s)”, or would apply but for the
exhaustion of its limit of insurance.

4. The Automatic Extended Reporting Period may
not be canceled.

B. OPTIONAL EXTENDED REPORTING PERIOD

1. If you purchase the Optional Extended Reporting
Period, it will start immediately at the end of the
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Environmental Impairment Liability Coverage Part

This Coverage Part Provides Claims Made Coverage.

“policy period”, whether the policy is canceled or
nonrenewed by either you or us, and will last for
one year. The Automatic Extended Reporting
Period is merged into the Optional Extended
Reporting Period and is not in addition to this
period.

The cost for the Optional Extended Reporting
Period is shown in the “Declarations”.

We will provide the Optional Extended Reporting
Period if the first Named Insured makes a written
request to us for it which we receive within 30 days
after the end of the “policy period”.

The Optional Extended Reporting Period will not
take effect unless the additional premium is paid
when due. If that premium is paid when due, the
Optional Extended Reporting Period may not be
canceled.

You may not construe our quotation of different
terms and conditions as a nonrenewal.

C. Extended Reporting Periods are subject to the
following conditions:

1.

A “claim(s)” first made against the insured during
the Extended Reporting Period will be deemed to
have been made against the insured on the last
day of the “policy period”, provided that the
“claim(s)” is for “loss” from “pollution conditions”
which took place before the end of the “policy
period” but not before any applicable retroactive
date.

Extended Reporting Periods do not extend the
“policy period” or change the scope of coverage
provided.

Extended Reporting Periods do not reinstate or
increase the limits of liability applicable to any
“claim(s)” to which this Environmental Impairment
Liability Coverage Part applies.

If this Environmental Impairment Liability Coverage
Part is canceled and you elect to purchase the
Optional Extended Reporting Period Endorsement:

a. Any return premium due you for the
cancellation will be credited to the premium
due for the Optional Extended Reporting
Period Endorsement; and

b. Any additional premium due to us for the
period the policy was in force must be fully
paid before any payments can be applied to
the premium due for the Optional Extended
Reporting Period Endorsement.

VL.

ENVIRONMENTAL IMPAIRMENT LIABILITY
CONDITIONS SECTION

The Environmental Impairment Liability Coverage Part is
subject to the following conditions.

A. LEGAL ACTION AGAINST US

1.

No person or organization has a right under this
Environmental Impairment Liability Coverage Part:

a. Tojoin us as a party or otherwise bring us
into a “suit(s)” against any insured; or

b. To sue us on this Environmental Impairment
Liability Coverage Part unless all of its terms
have been fully complied with.

A person or organization may sue us to recover
on an “agreed settlement” or on a final judgment
against an insured obtained after an actual trial;
but we will not be liable for “loss” or “defense
costs” that are not payable under the terms of this
Environmental Impairment Liability Coverage Part
or that are in excess of the applicable limit of
insurance.

B. BANKRUPTCY

Bankruptcy or insolvency of the insured or of the
insured’s estate will not relieve us of our obligation
under this Environmental Impairment Liability Coverage
Part.

C. DUTIES IN THE EVENT OF “CLAIM(S)” OR
“SUIT(S)”

Notwithstanding anything to contrary herein, the failure
to perform these duties will impair your rights under
this Environmental Impairment Liability Coverage Part.

1.

You must see to it that we are notified as soon as

practicable of any “loss”, “claim(s)” or “suit(s)”. To
the extent possible, notice should include:

"

a. How, when and where the “loss”, “claim(s)”
or “suit(s)” came about;

b. The names and addresses of any persons
involved; and

c. The nature of any resulting harm or damages.

In the event of oral notification, you agree to
furnish a written report as soon as practicable.

If a “claim(s)” or “suit(s)” is made against or
received by an insured, you must:

a. Immediately record the specifics of the
“claim(s)” or “suit(s)” and the date received;

b. Notify us as soon as practicable; and
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c. Provide written notice of the “claim(s)” or
“suit(s)”.

You and any other involved insured must:

a. Immediately send us copies of any demands,
notices, summonses, or legal papers received
in connection with the “claim(s)” or “suit(s)”;

b. Authorize us to obtain records and other
information;

c. Cooperate with us in the investigation,
settlement, or defense of the “claim(s)” or
“suit(s)”; and

d. Assist us, upon our request, in the
enforcement of any right against any person
or organization which may be liable to the
insured because of “loss” to which this
insurance may apply.

No insureds will, except at their own cost,
voluntarily make a payment, assume any
obligation, admit liability, or incur any expense
without our consent. This provision does not apply
to emergency response costs. Emergency
response costs are any reasonable costs that
need to be incurred immediately where any delay
in response would cause significant harm to
human health or the environment. If such
emergency occurs, the insured will notify us
immediately.

D. REPRESENTATIONS AND SEVERABILITY

1.

In granting coverage under this Environmental
Impairment Liability Coverage Part to any one of
the insureds, we have relied upon the declarations
and statements in the application, including
submitted materials and, if this is a renewal
application, all such previous applications for
which this coverage is a renewal. Declarations
and statements are the basis of coverage and will
be considered as incorporated in and constituting
part of the Environmental Impairment Liability
Coverage Part.

The application for coverage will be construed as
a separate application for coverage by each of the
insureds.

Except with respect to the limits of insurance, and
any rights or duties specifically assigned to the
first Named Insured, this insurance applies:

a. As if each Named Insured were the only
Named Insured; and

b. Separately to each insured against whom
“claim(s)” is made or “suit(s)” is brought.

E. NEWLY CREATED OR ACQUIRED “SUBSIDIARIES”

1. If any “subsidiary”, created or acquired by the
Named Insured after the inception of this
Environmental Impairment Liability Coverage Part,
qualifies as a not-for-profit organization under the
provision of the Internal Revenue Code and would
have been included as an insured under Ill.A.
ENVIRONMENTAL IMPAIRMENT LIABILITY
WHO IS AN INSURED SECTION, such
“subsidiary” will be included subject to:

a. The giving of written notice of such creation
or acquisition to us as soon as practical, but
in no event more than 120 days following
such creation or acquisition; and

b. The giving of any underwriting information
and the payment of any additional premium
required by us.

2. If any “subsidiary”, created or acquired by the
Named Insured after the inception of this policy,
does not qualify as a not-for-profit organization
under the provisions of the Internal Revenue
Code, such “subsidiary” will not be included until
the insured has:

a. Given written notice of such creation or
acquisition together with any underwriting
information which may be required; and

b. Received written approval from us and paid
any additional premium required.

CONSOLIDATION OR MERGER

In the event that the Named Insured acquires by
merger, or consolidates with, or is merged into or
acquired by any other organization after the inception
of this policy, immediate written notice thereof will be
given to us together with such information as we may
require. You will pay any additional premium required
by us.

OTHER INSURANCE

Subject to V. ENVIRONMENTAL IMPAIRMENT
LIABILITY LIMITS OF INSURANCE SECTION, this
insurance will be in excess of the retained limit stated
in the “Declarations” and any other valid and collectible
insurance available to the insured whether such other
insurance is stated to be primary, pro-rata, contributory,
excess, contingent or otherwise, unless such other
insurance is written only as specific excess insurance
over the limits of insurance.
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Environmental Impairment Liability Coverage Part

This Coverage Part Provides Claims Made Coverage.

VI. ENVIRONMENTAL IMPAIRMENT LIABILITY
ADDITIONAL CHANGES

The policy this Environmental Impairment Liability
Coverage Part is attached to is changed as follows:

A. The following defined terms of XXII. DEFINITIONS
SECTION of the policy are amended to also apply
to the Environmental Impairment Liability Coverage
Part:

3.
9.

12.
23.
28.
34.
41.
52.
53.
54.
61.
62.
74.
75.
77.
78.
79.
81.
88.
94.

“Agreed settlement”;
“By-product material”’;
“Committee member”;
“Declarations”;
“Employers Liability”;
“Hazardous properties”;
“Leased workers”’;
“Nuclear facility”;
“Nuclear material”;
“Nuclear reactor”;

“Policy period” (LIABILITY);
“Pollutants” (LIABILITY);
“Source material”;
“Special nuclear material”;
“Spent fuel”;
“Subsidiary(ies)”;
“Suit(s)”;

“Temporary workers”;
“Unit”; and

“Waste”’;

B. The following defined terms are added to XXII.
DEFINITIONS SECTION of the policy:

1.

“Bodily injury” (ENVIRONMENTAL
IMPAIRMENT LIABILITY) means bodily injury,
sickness, disease or building related illness,
mental anguish, emotional distress, or shock
sustained by any person, including death resulting
therefrom, caused by “pollution conditions”.

“Claim(s)” (ENVIRONMENTAL IMPAIRMENT
LIABILITY)

a. means the assertion of a legal right alleging
liability or responsibility on the part of the
insured, arising out of “pollution conditions”,
and shall include but not be limited to a

lawsuit, petition, order, or government and/or
regulatory action, filed against the insured;
and,

b. includes “remediation expense” resulting from
“pollution conditions” which are:

(1) first discovered by any insured; and,

(2) reported to us, during the “policy period”
or applicable extended reporting period.

“Coverage territory” (ENVIRONMENTAL
IMPAIRMENT LIABILITY) means the United
States and its territories and possessions.

“Defense costs” (ENVIRONMENTAL
IMPAIRMENT LIABILITY) means legal costs,
charges and expenses, including expert fees,
incurred in the investigation, adjustment,
settlement and defense of “claim(s)” and “suit(s)”.
“Defense Costs” do not include the time and
expenses incurred by the insured in assisting in
the investigation or resolution of “claim(s)” and
“suit(s)” including but not limited to the costs of
the insured’s in-house counsel, salary charges of
regular employees or officials of the insured and
fees and expenses of supervisory counsel retained
by the insured.

“Employee” (ENVIRONMENTAL IMPAIRMENT
LIABILITY) includes “leased worker”, “temporary
worker”, director, officer, “committee member”, or
community manager.

“Extended reporting period” means the
Automatic Extended Reporting or, where
applicable, the Optional Extended Reporting
Period, described in V. ENVIRONMENTAL
IMPAIRMENT LIABILITY EXTENDED
REPORTING PERIOD SECTION.

“Loss” (ENVIRONMENTAL IMPAIRMENT
LIABILITY) means monetary judgment, award or
settlement of compensatory damages arising from:

a. “bodily injury”;

b. “property damage”;

c. ‘remediation expense”; and,
d. “defense costs”.

“Pollution conditions” (ENVIRONMENTAL
IMPAIRMENT LIABILITY) means the discharge,
dispersal, release, seepage, migration or escape
of smoke, vapors, soot, fumes, acids, alkalis,
electromagnetic fields, toxic chemicals, hazardous
substances, liquids or gases, waste materials,
including medical, infectious and pathological
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10.

1.

12.

This Coverage Part Provides Claims Made Coverage.

wastes, or other irritants, contaminants or
“pollutants” into or upon land or structures
thereupon, the atmosphere or any watercourse or
body of water including groundwater.

“Property damage” (ENVIRONMENTAL
IMPAIRMENT LIABILITY) means:

a. Physical injury to or destruction of tangible
property, including the personal property of
third parties, including the loss of use thereof;
or,

b. Loss of use of such property that has not
been physically injured or destroyed; or,

Diminished third party property value; or,

d. “Natural Resource Damage”, caused by any
“pollution conditions”

“Property damage” does not include “Remediation
expense”.

“Remediation expense” (ENVIRONMENTAL
IMPAIRMENT LIABILITY) means expenses
incurred for or in connection with the investigation,
monitoring, removal, disposal, treatment or
neutralization of “pollution conditions” to the extent
required by any Federal, State or Local Laws,
Regulations or Statutes enacted to address
“pollution conditions”.

“Remediation Expense” also includes punitive,
exemplary, or multiplied damages, where insurable
by law.

“Termination of coverage” (ENVIRONMENTAL
IMPAIRMENT LIABILITY) means cancellation or
nonrenewal of the Environmental Impairment
Liability Coverage Part by either party.

“Natural resource damage” (ENVIRONMENTAL
IMPAIRMENT LIABILITY) means physical injury
to or destruction of, as well as the assessment of
such injury or destruction, including the resulting
loss of value of land, fish, wildlife, biota, air, water,
groundwater, drinking water supplies, and other
such resources belonging to, managed by, held
in trust by, appertaining to, or otherwise controlled
by the United States (including the resources of
the fishery conservation zone established by the
Magnuson-Stevens Fishery Conservation and
Management Act 16 U.S.C. 1801 et. seq.), any
State, Local or Provincial government, any foreign
government, any Native American tribe or, if such
resources are subject to a trust restriction on
alienation, any member of a Native American tribe.

. “Underground storage tank”

(ENVIRONMENTAL IMPAIRMENT LIABILITY)
means any stationary container or vessel,
including the associated piping connected thereto,
which is ten percent (10%) or more beneath the
surface of the ground and is:

(i) constructed primarily of non-earthen
materials; and

(i) designed to contain any substance.
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Cyber Suite Coverage Part

The Liability Coverages included in this Cyber Suite Coverage Part are provided on a
Claims Made and Reported Basis.

Throughout this policy, the words, “you” and “your” refer to the Named Insured shown in the “Declarations”. “We”, “us”,
and “our” refer to the company providing this insurance. Other words and phrases that appear in quotation marks have
special meanings. Refer to Section VII. of this Cyber Suite Coverage Part. Exclusions in Section XI. GENERAL LIABILITY
EXCLUSIONS SECTION and Definitions in Section XXIl. DEFINITIONS SECTION of the policy do not apply to this
coverage part.

This Cyber Suite Coverage Part along with XXI. COMMON POLICY CONDITIONS SECTION of the policy contains
all our obligations regarding this coverage. We have no other obligation unless the policy, that this Cyber Suite
Coverage Part is part of, is amended accordingly.

CYBER SUITE COVERAGE SECTION

This insurance covers all sums that the insured
becomes legally obligated to pay for “loss” to which
this insurance applies.

No other obligation or liability to pay sums or perform
acts or services is covered unless specifically provided
for under IV. CYBER SUITE LIMITS OF INSURANCE
AND DEDUCTIBLE SECTION V. CYBER SUITE
EXTENDED REPORTING PERIOD SECTION and VI.
CYBER SUITE CONDITIONS SECTION.

Coverage Applies only when a Limit is shown in the
“Declarations”.

A. CYBER COVERAGES
1. Data Compromise Response Expenses

We will provide coverage for the following
expenses when they arise directly from a “personal
data compromise” and are necessary and
reasonable.

a. Forensic IT Review

We will pay for a professional information
technologies review if needed to determine,
within the constraints of what is possible and
reasonable, the nature and extent of the
“personal data compromise” and the number
and identities of the “affected individuals”.

This does not include costs to analyze,
research, or determine any of the following:

(1) Vulnerabilities in systems, procedures,
or physical security;

(2) Compliance with Payment Card Industry
or other industry security standards; or

(3) The nature or extent of “loss” or damage
to data that is not “personally identifying
information” or “personally sensitive
information”.

If there is reasonable cause to suspect that
a covered “personal data compromise” may
have occurred, we will pay for costs covered
under Forensic IT Review, even if it is
eventually determined that there was no
covered “personal data compromise”.
However, once it is determined that there was
no covered “personal data compromise”, we
will not pay for any further costs.

Legal Review

We will pay for a professional legal counsel
review of the “personal data compromise” and
how you should best respond to it.

If there is reasonable cause to suspect that
a covered “personal data compromise” may
have occurred, we will pay for costs covered
under Legal Review, even if it is eventually
determined that there was no covered
“personal data compromise”. However, once
it is determined that there was no covered
“personal data compromise”, we will not pay
for any further costs.

Notification to “Affected Individuals”

We will pay your necessary and reasonable
costs to provide notification of the “personal
data compromise” to “affected individuals”.

Services to “Affected Individuals”

In the event that there is a notification of a
“personal data compromise” to “affected
individuals” set forth in c., we will pay your
necessary and reasonable costs to provide
the following services to “affected individuals”.
Services 1.d.(3) and 1.d.(4) below apply only
to “affected individuals” from “personal data
compromise” events involving “personally
identifying information”.

(1) Informational Materials
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Cyber Suite Coverage Part

e.

A packet of loss prevention and customer
support information.

(2) Help Line

A toll-free telephone line for “affected
individuals” with questions about the
“personal data compromise”. Where
applicable, the line can also be used to
request additional services as listed in
1.d.(3) and 1.d.(4). below.

(3) Credit Report and Monitoring

A credit report and an electronic service
automatically monitoring for activities
affecting an individual’s credit records.
This service is subject to the “affected
individual” enrolling for this service with
the designated service provider.

(4) Identity Restoration Case Management

As respects any “affected individual” who
is, or appears to be, a victim of “identity
theft” that may reasonably have arisen
from the “personal data compromise”,
the services of an identity restoration
professional who will assist that “affected
individual” through the process of
correcting credit and other records and,
within the constraints of what is possible
and reasonable, restoring control over
his or her personal identity.

Public Relations

In the event that there is a notification of a
“personal data compromise” to “affected
individuals” set forth in c., we will pay for a
professional public relations firm review of,
and response to, the potential impact of the
“personal data compromise” on your business
relationships.

This includes necessary and reasonable costs
to implement public relations
recommendations of such firm. This may
include advertising and special promotions
designed to retain your relationship with
“affected individuals”. However, we will not
pay for:
(1) Promotions provided to any of your
directors, “officers”, “committee
members”, or “employees”; or

(2) Promotion costs exceeding $25 per
“affected individual’.

Regulatory Fines and Penalties

We will pay for any fine or penalty imposed
by law, to the extent such fine or penalty is
legally insurable under the law of the
applicable jurisdiction.

PCI Fines and Penalties

We will pay for any Payment Card Industry
fine or penalty imposed under a written
contract to which you are a party. PCI Fines
and Penalties do not include any increased
transaction costs.

Data Compromise Response Expenses
applies only if all of the following conditions
are met:

(1) There has been a “personal data
compromise”; and

(2) Such “personal data compromise” took
place in the “coverage territory”; and

(3) Such “personal data compromise” is first
discovered by you during the “policy
period”; and

(4) Such “personal data compromise” is
reported to us as soon as practicable,
but in no event more than 60 days after
the date it is first discovered by you.

“Computer Attack” and Cyber Extortion

We will provide you the following coverages for
“loss” directly arising from a “computer attack”.

a.

Data Restoration

We will pay your necessary and reasonable
“data restoration costs”.

Data Re-creation

We will pay your necessary and reasonable
“data re-creation costs”.

System Restoration

We will pay your necessary and reasonable
“system restoration costs”.

Loss of Business

We will pay your actual “business income and
extra expense loss”.

Public Relations

If you suffer a covered “business income and
extra expense loss”, we will pay for the
services of a professional public relations firm
to assist you in communicating your response
to the “computer attack” to the media, the
public, and your customers, clients, or
members.
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“Computer Attack” applies only if all of the
following conditions are met:

(1) There has been a “computer attack”; and

(2) Such “computer attack” occurred in the
“coverage territory”; and

(3) Such “computer attack” is first discovered
by you during the “policy period”; and

(4) Such “computer attack” is reported to us
as soon as practicable, but in no event
more than 60 days after the date it is first
discovered by you.

Cyber Extortion applies only if all of the following
conditions are met:

(1) There has been a “cyber extortion
threat”; and

(2) Such “cyber extortion threat” is first made
against you during the “policy period”;
and

(3) Such “cyber extortion threat” is reported
to us as soon as practicable, but in no
event more than 60 days after the date
it is first made against you.

(4) If the conditions (1) through (3) above
have been met, then we will pay for your
necessary and reasonable “cyber
extortion expenses” arising directly from
such “cyber extortion threat”. The
payment of “cyber extortion expenses”
must be approved in advance by us. We
will not pay for “cyber extortion
expenses” that have not been approved
in advance by us. We will not
unreasonably withhold our approval.

(5) You must make every reasonable effort
not to divulge the existence of this Cyber
Extortion coverage.

Data Compromise Liability
We will pay on your behalf any covered:

a. “Loss” directly arising from a “claim” brought
by one or more “affected individuals” arising
from a “personal data compromise”; or

b. “Defense costs” directly arising from a
“regulatory proceeding” brought by a
governmental entity.

All “claims” and “regulatory proceedings” arising
from a single “personal data compromise” or

interrelated “personal data compromises” will be
deemed to have been made at the time that notice

Cyber Suite Coverage Part

of the first of those “claims” or “regulatory
proceedings” is received by you.

Data Compromise Liability applies only if all of the
following conditions are met:

(1) During the “policy period” or any applicable
Extended Reporting Period, you first receive
notice of one of the following:

(a) A “claim” brought by or on behalf of one
or more “affected individuals”; or

(b) A “regulatory proceeding” brought by a
governmental entity.

(2) Such “claim” or “regulatory proceeding” must
arise from a “personal data compromise” that:

(a) Took place during the “coverage term”;

(b) Took place in the “coverage territory”;
and

(c) Was submitted to us and insured under
Data Compromise Response Expenses,
or submitted to and insured by a prior
insurer during the “coverage term”, and

(3) Such “claim” is reported to us as soon as
practicable, but in no event more than 60 days
after the date it is first received by you.

Network Security Liability

We will pay on your behalf any covered “loss”
directly arising from a “claim” which arises from a
“network security incident”.

All “claims” arising from a single “network security
incident” or interrelated “network security
incidents” will be deemed to have been made at
the time that notice of the first of those “claims” is
received by you.

Network Security Liability applies only if all of the
following conditions are met:

a. During the “policy period” or any applicable
Extended Reporting Period, you first receive
notice of a “claim” which arises from a
“network security incident” that:

(1) Took place during the “coverage term”;
and

(2) Took place in the “coverage territory”;
and

b. Such “claim” is reported to us as soon as
practicable, but in no event more than 60 days
after the date it is first received by you.

Electronic Media Liability
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6.

We will pay on your behalf any covered “loss”
directly arising from the “claim” which arises from
an “electronic media incident”.

All “claims” arising from a single “electronic media
incident” or interrelated “electronic media
incidents” will be deemed to have been made at
the time that notice of the first of those “claims” is
received by you.

Electronic Media Liability applies only if all of the
following conditions are met:

a. During the “policy period” or any applicable
Extended Reporting Period, you first receive
notice of a “claim” which arises from an
“electronic media incident” that:

(1) Took place during the “coverage term”;
and

(2) Took place in the “coverage territory”;
and

b. Such “claim” is reported to us as soon as
practicable, but in no event more than 60 days
after the date it is first received by you.

B. DEFENSE AND PAYMENT

1.

We shall have the right and the duty to assume
the defense of any applicable “claim” or “regulatory
proceeding” against you. You shall give us such
information and cooperation as we may
reasonably require.

You shall not admit liability for or settle any “claim”
or “regulatory proceeding” or incur any “defense
costs” without our prior written consent.

At the time a “claim” or “regulatory proceeding” is
first reported to us, you may request that we
appoint a defense attorney of your choice. We will
give full consideration to any such request.

If you refuse to consent to any settlement
recommended by us and acceptable to the
claimant, we may then withdraw from your defense
by tendering control of the defense to you. From
that point forward, you shall, at your own expense,
negotiate, or defend such “claim” or “regulatory
proceeding” independently of us. Our liability shall
not exceed the amount for which the “claim” or
suit could have been settled if such
recommendation was consented to, plus “defense
costs” incurred by us, and “defense costs” incurred
by you with our written consent, prior to the date
of such refusal.

We will not be obligated to pay any “loss” or
“defense costs”, or to defend or continue to defend
any “claim” or “regulatory proceeding” after the
applicable limit of insurance has been exhausted.

We will pay all interest on that amount of any
judgment within the applicable limit of insurance
which accrues:

a. After entry of judgment; and

b. Before we pay, offer to pay, or deposit in court
that part of the judgment within the applicable
limit of insurance or, in any case, before we
pay or offer to pay the entire applicable limit
of insurance.

These interest payments will be in addition to and
not part of the applicable limit of insurance.

Even if we initially defend or initially pay to defend
any “claim” or suit, we may later determine that
there is no coverage for such “claim” or suit. In
that event, we have the right to reimbursement for
the “defense costs” we incur from the date we
notify you, in writing, of our:

a. Determination that coverage does not apply;

b. Reservation of our rights to terminate the
defense or payment for the defense; and

c. Intention to seek reimbursement of our
“defense costs”.

CYBER SUITE EXCLUSIONS SECTION

We will not pay for cost or “loss” arising from the
following:

A. PRIOR KNOWLEDGE

Based upon, attributable to, or arising out of any
circumstance if written notice of such circumstance
has been received by you under any policy the term
of which has expired prior to, or upon the inception of
the current “policy period”.

B. PRIOR LITIGATION

Based upon, attributable to or arising out of:

1.

Any litigation commencing prior to or pending as
of this Cyber Suite Coverage Part’s effective date
including, but not limited to, “claims”, demands,
causes of action, legal or quasi-legal proceedings,
decrees, or judgments against any insured of
which any other insured had received notice or
otherwise had knowledge as of such date;

Any subsequent litigation arising from, or based
on, substantially the same matters as alleged in
the pleadings of such prior or pending litigation;
or

Any act of any insured which gave rise to such
prior or pending litigation.
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Cyber Suite Coverage Part

C.

NUCLEAR, BIOLOGICAL, CHEMICAL, AND
RADIOLOGICAL HAZARDS

Based upon, attributable to, arising out of, caused by,
resulting from, is exacerbated by, or otherwise
impacted by, either directly or indirectly, any of the
following:

1. Nuclear Hazard - including, but not limited to,
nuclear reaction, nuclear detonation, nuclear
radiation, radioactive contamination and all agents,
materials, products, or substances, whether
engineered or naturally occurring, involved therein
or released thereby;

2. Biological Hazard — including, but not limited to,
any biological and/or poisonous or pathogenic
agent, material, product, or substance, whether
engineered or naturally occurring, that induces or
is capable of inducing physical distress, illness,
or disease;

3. Chemical Hazard - including, but not limited to,
any chemical agent, material, product, or
substance;

4. Radioactive Hazard —including, but not limited to,
any electromagnetic, optical, or ionizing radiation
or energy, including all generators and emitters
thereof, whether engineered or naturally occurring.

INJURY OR DAMAGE

“Property damage”, “bodily injury”, or “personal injury”
other than mental anguish or mental injury alleged in
a “claim” covered under Electronic Media Liability.

CONTRACTUAL LIABILITY

Based upon, attributable to, or arising out of liability of
others assumed by any insured under any contract or
agreement unless the liability would exist in the
absence of a contract or agreement.

HOSTILE ACTS

Based upon, attributable to, or arising out of any
consequence, whether direct or indirect, of any of the
following:

1. War, including undeclared or civil war;

2.  Warlike action by military force, including action
in hindering or defending against an actual or
expected attack, by any government, sovereign
or other authority using military personnel or other
agents; and

3. Insurrection, rebellion, revolution, usurped power,
political violence or action taken by governmental
authority in hindering or defending against any of
these.

INTENTIONAL ACTS
Based upon, attributable to, or arising out of:

1. Any oral or written publication of material, if done
by an insured or at an insured's direction with
knowledge of its falsity; or

2. Any criminal, dishonest, malicious, or fraudulent
act, or any willful violation of any statute or
regulation committed by an insured, acting alone
or in collusion with others.

3. The propagation or forwarding of malware,
including viruses, worms, Trojans, spyware, and
keyloggers in connection with hardware or
software created, produced or modified by an
insured for sale, lease or license to third parties.

4. Aninsured’s reckless disregard for the security of
your “computer system” or data, including
confidential or sensitive information of others in
your care, custody or control.

5. Aninsured’s intentional or willful complicity in a
covered “loss” event.

6. Any criminal investigations or proceedings.
STATUTORY VIOLATIONS

1. Based upon, attributable to, or arising directly or
indirectly out of any action or omission that violates
or is alleged to violate:

a. The Telephone Consumer Protection Act
(TCPA), including any amendment of or
addition to such law;

b. The CAN-SPAM Act of 2003, including any
amendment of or addition to such law;

c. The Fair Credit Reporting Act (FCRA), and
any amendment of or addition to such law,
including the Fair and Accurate Credit
Transactions Act (FACTA); and

d. Any federal, state or local statute, ordinance,
or regulation, other than the TCPA,
CAN-SPAM Act of 2003 or FCRA and their
amendments and additions, that addresses,
prohibits, or limits the printing, dissemination,
disposal, collecting, recording, sending,
transmitting, communicating, or distribution
of material or information.

2. Any fines or penalties other than those explicitly
covered under Data Compromise Response
Expenses.

COMPUTER AND ELECTRONIC PROBLEMS

Based upon, attributable to, or arising out of:
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1. Failure or interruption of or damage to any
electrical power supply network or
telecommunication network including, but not
limited to, the internet, or internet service
providers, Domain Name System (DNS) service
providers, cable and wireless providers, internet
exchange providers, search engine providers,
internet protocol networks (and similar networks
that may have different designations) and other
providers of telecommunications or internet
infrastructure that are:

a. Not owned and operated by the Named
Insured: or,

b. Not the Named Insured’s contracted cloud
provider.

This exclusion does not apply to such interruption
or damage if it is aimed directly and specifically at
the Named Insured’s “Computer System” and does
not include an attack on multiple computers
outside of the Named Insured’s “Computer
System”.

2. Any attack on, incident involving, or loss to any
computer or system of computers that is not a
“computer system”.

3. Costs to research or correct any deficiency.
OTHER INTERESTS OR CAPACITY

Based upon, arising from, attributable to, or in any way
involving any insured’s activities as a trustee, partner,
director, “officer”, “committee member”, or “employee”
of any employee trust, charitable organization,
company, or business other than that of the Named

Insured.
EXTORTION

1. Any threat, extortion, or blackmail including, but
not limited to, ransom payments and private
security assistance. Extortion as used in this
exclusion is all types of extortion except a “cyber
extortion threat” as defined and covered under the
Cyber Extortion coverage in this Cyber Suite
Coverage.

2. The propagation or forwarding of malware,
including viruses, worms, Trojans, spyware, and
keyloggers in connection with hardware or
software created, produced or modified by you for
sale, lease or license to third parties.

PRIOR TO “COVERAGE TERM”

Any “personal data compromise”, “computer attack”,
“cyber extortion threat”, or “wrongful act” occurring
before the “coverage term”.

Cyber Suite Coverage Part

M.

NON-MONETARY RELIEF

That part of any “claim” seeking any non-monetary
relief. However, this exclusion does not apply to
“defense costs” arising from an otherwise insured
“wrongful act” occurring before the “coverage term”.

lll. CYBER SUITE WHO IS AN INSURED SECTION

A.

EACH OF THE FOLLOWING IS AN INSURED:
1. You.

2. Yourdirectors and “officers” and “employees”, but
only with respect to their duties as such.

3. Your community manager, but only in the capacity
as community manager for you and for community
management services performed exclusively for
you. To the extent that the community manager
is engaged in operations performed for its sole
benefit or for the benefit of multiple communities,
such services are not performed exclusively for
you.

NONE OF THE FOLLOWING IS AN INSURED:

Your builder, developer, sponsor, or any person or
organization affiliated with your builder, developer, or
sponsor in any capacity.

IV. CYBER SUITE LIMITS OF INSURANCE AND
DEDUCTIBLE SECTION

A.

CYBER SUITE AGGREGATE POLICY LIMIT

Except for post-judgment interest, the Cyber Suite
“Aggregate Limit” shown in the “Declarations” is the
most we will pay for all “loss” under all applicable Cyber
Suite coverages that apply to your policy, in any one
“policy period”, and any applicable Extended Reporting
Period. The Cyber Suite “Aggregate Limit” shown in
the “Declarations” applies regardless of the number of
insureds, insured events first discovered, or “claims”
or “regulatory proceedings” first received during the
“policy period” or any applicable Extended Reporting
Period.

CYBER SUITE INDIVIDUAL COVERAGE PER
OCCURRENCE LIMITS

1. Data Compromise Response Expenses Per
Occurrence Limits

The most we will pay under Data Compromise
Response Expenses for Forensic IT Review, Legal
Review, Public Relations, Regulatory Fines and
Penalties, and PCI Fines and Penalties coverages
for “loss” arising from any one “personal data
compromise” is the applicable per occurrence limit
for each of those coverages shown in the
“Declarations”.
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Cyber Suite Coverage Part

The most we will pay under Data Compromise
Response Expenses coverage for “loss” arising
from any one “malware-related compromise” is
the 1st Party Named Malware per occurrence limit
shown on the “Declarations”. For the purpose of
the 1st Party Named Malware per occurrence limit,
all “malware-related compromises” that are
caused, enabled, or abetted by the same virus or
other malicious code are considered to be a single
“personal data compromise”.

These per occurrence limits are part of, and not
in addition to, the Cyber Suite “Aggregate Limit”
shown in the “Declarations”. Public Relations
coverage is also subject to a limit per “affected
individual” limit as described in A.1.e.(2) of this
Cyber Suite Coverage.

The most we will pay under Data Compromise
Liability coverage for “loss” arising from any one
“malware-related compromise” is the 3rd Party
Named Malware per occurrence limit shown on
the “Declarations”. For the purpose of the 3rd Party
Named Malware per occurrence limit, all
“malware-related compromises” that are caused,
enabled, or abetted by the same virus or other
malicious code are considered to be a single
“personal data compromise”. This per occurrence
limit is part of, and not in addition to, the limit or
limits applicable to the Data Compromise Liability
coverage.

Computer Attack and Cyber Extortion Per
Occurrence Limits

The most we will pay under “Computer Attack” for
Loss of Business, Public Relations, and “Cyber
Extortion Expense” coverages for “loss” arising
from any one “computer attack” or any one “cyber
extortion threat” is the applicable per occurrence
limit for each of those coverages shown in the
“Declarations”. These per occurrence limits are
part of, and not in addition to, the Cyber Suite
“Aggregate Limit” shown in the “Declarations”.

C. APPLICATION OF LIMITS

1.

A “computer attack”, “cyber extortion threat”, or
“personal data compromise” may be first
discovered by you in one “policy period” but it may
cause insured “loss” in one or more subsequent
“policy periods”. If so, all insured “loss” arising
from such “computer attack”, “cyber extortion
threat”, or “personal data compromise” will be
subject to the limit of insurance applicable to the
“policy period” when the “computer attack”, “cyber
extortion threat”, or “personal data compromise”
was first discovered by you.

2. You may first receive notice of a “claim” or
“regulatory proceeding” in one “policy period” but
it may cause insured “loss” in one or more
subsequent “policy periods”. If so, all insured “loss”
arising from such “claim” or “regulatory
proceeding” will be subject to the limit of insurance
applicable to the “policy period” when notice of the
“claim” or “regulatory proceeding” was first
received by you.

3. The Extended Reporting Period will not reinstate
or increase the limits of insurance that apply to
this coverage part. The limit of insurance that
applies at the inception of the Extended Reporting
Periods (if applicable) is 100% of the remaining
amount of insurance available, if any, at the time
the immediately preceding “policy period” is
terminated”.

4. Coverage for Services to “Affected Individuals”
under Data Compromise Response Expenses is
limited to costs to provide such services for a
period of up to one year from the date of the
notification to the “affected individuals”.
Notwithstanding, coverage for Identity Restoration
Case Management services initiated within such
one year period may continue for a period of up
to one year from the date such Identity Restoration
Case Management services are initiated.

D. DEDUCTIBLES

1. We will not pay for “loss” until the amount of the
insured “loss” exceeds the deductible amount
shown in the “Declarations”. We will then pay the
amount of “loss” in excess of the applicable
deductible amount, subject to the applicable limits
shown in the “Declarations”. You will be
responsible for the applicable deductible amount.

2. The deductible will apply to all:

a. “Loss” arising from the same insured event
or interrelated insured events under Data
Compromise Response Expenses, “Computer
Attack” and Cyber Extortion.

b. “Loss” resulting from the same “wrongful act”
or interrelated “wrongful acts” insured under
Data Compromise Liability, Network Security
Liability or Electronic Media Liability.

CYBER SUITE EXTENDED REPORTING PERIOD
SECTION

We will provide an Automatic Extended Reporting Period
as described in B.1 below and, if you purchase it, an
Optional Extended Reporting Period described in B.2 in the
event of any “termination of coverage”, unless the policy is
canceled for nonpayment of premium or fraudulent activities
of an insured.
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Cyber Suite Coverage Part

A.

You will have the right to the Extended Reporting
Periods described in this section, in the event of a
“termination of coverage”.

If a “termination of coverage” has occurred, you will
have the right to the following:

1. Atno additional premium, an Automatic Extended
Reporting Period of 30 days immediately following
the effective date of the “termination of coverage”
during which you may first receive notice of a
“claim” or “regulatory proceeding” arising directly
from a “wrongful act” occurring before the end of
the “policy period” and which is otherwise insured
by this Cyber Suite Coverage; and

2. Upon payment of the additional premium of 100%
of the full annual premium associated with the
relevant coverage, an Optional Extended
Reporting Period of one year immediately following
the effective date of the “termination of coverage”
during which you may first receive notice of a
“claim” or “regulatory proceeding” arising directly
from a “wrongful act” occurring before the end of
the “policy period” and which is otherwise insured
by this Cyber Suite Coverage.

To obtain the Optional Extended Reporting Period,
you must request it in writing and pay the
additional premium due, within 30 days after the
effective date of “termination of coverage”. The
additional premium for the Optional Extended
Reporting Period will be fully earned at the
inception of the Optional Extended Reporting
Period. If we do not receive the written request as
required, you may not exercise this right at a later
date.

This insurance, provided during the Optional
Extended Reporting Period, is excess over any
other valid and collectible insurance that begins
or continues in effect after the Optional Extended
Reporting Period becomes effective, whether the
other insurance applies on a primary, excess,
contingent, or any other basis.

Any additional premium due to us for the period
the policy was in force must be fully paid before
any payments can be applied to the premium due
for the Optional Extended Reporting Period
Endorsement.

VI. CYBER SUITE CONDITIONS SECTION

The Cyber Suite Coverage Part is subject to the
following conditions.

A.

LEGAL ACTION AGAINST US

1. No one may bring a legal action against us under
this insurance unless:

a. There has been full compliance with all of the
terms of this insurance; and

b. The action is brought within two years after
the date the “loss” is first discovered by you,
or the date on which you first receive notice
of a “claim” or “regulatory proceeding”.

2. We will not be liable for “loss” or “defense costs”
that are not payable under the terms of this Cyber
Suite Coverage Part or that are in excess of the
applicable limit of insurance.

BANKRUPTCY

Bankruptcy or insolvency of the insured or of the
insured’s estate will not relieve us of our obligation
under this Cyber Suite Coverage Part.

REPRESENTATIONS AND SEVERABILITY

Except with respect to the limits of insurance, and any
rights or duties specifically assigned to the first Named
Insured, this insurance applies:

1. As if each Named Insured were the only
Named Insured; and

2. Separately to each insured against whom a
“claim” is made.

NEWLY CREATED OR ACQUIRED SUBSIDIARIES

1. If any subsidiary, created or acquired by the
Named Insured after the inception of this Cyber
Suite Coverage Part, qualifies as a not-for-profit
organization under the provision of the Internal
Revenue Code and would have been included as
an insured under Ill. CYBER SUITE WHO IS AN
INSURED SECTION, such subsidiary will be
included subject to:

a. The giving of written notice of such creation
or acquisition to us as soon as practical, but
in no event more than 120 days following
such creation or acquisition; and

b. The giving of any underwriting information
and the payment of any additional premium
required by us.

2. If any subsidiary, created or acquired by the

Named Insured after the inception of this policy,
does not qualify as a not-for-profit organization
under the provisions of the Internal Revenue
Code, such “subsidiary” will not be included until
the insured has:

a. Given written notice of such creation or
acquisition together with any underwriting
information which may be required; and

b. Received written approval from us and paid
any additional premium required.
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E.

CONSOLIDATION OR MERGER

In the event that the Named Insured acquires by
merger, or consolidates with, or is merged into or
acquired by any other organization after the inception
of this policy, immediate written notice thereof will be
given to us together with such information as we may
require. You will pay any additional premium required
by us.

OTHER INSURANCE

Subjectto IV. CYBER SUITE LIMITS OF INSURANCE
AND DEDUCTIBLE SECTION, this insurance will be
in excess of any other valid and collectible insurance
available to the insured whether such other insurance
is stated to be primary, pro-rata, contributory, excess,
contingent or otherwise, unless such other insurance
is written only as specific excess insurance over the
limits of insurance.

DUE DILIGENCE

You agree to use due diligence to prevent and mitigate
“loss” insured under this Cyber Suite Coverage. This
includes, but is not limited to, complying with, and
requiring your vendors to comply with, reasonable and
industry-accepted protocols for:

1. Providing and maintaining appropriate
physical security for your premises, “computer
systems”, and hard copy files;

2. Providing and maintaining appropriate
computer and Internet security;

3. Maintaining and updating at appropriate
intervals backups of computer data;

4. Protecting transactions, such as processing
credit card, debit card, and check payments;
and

5. Appropriate disposal of files containing
“personally identifying information”,
“personally sensitive information”, or “third
party corporate data”, including shredding
hard copy files and destroying physical media
used to store electronic data.

H. DUTIES IN THE EVENT OF A “CLAIM”,

“REGULATORY PROCEEDING”, OR “LOSS”

1. I, during the “policy period”, incidents or events
occur which you reasonably believe may give rise
to a “claim” or “regulatory proceeding” for which
coverage may be provided hereunder, such belief
being based upon either written notice from the
potential claimant or the potential claimant’s
representative; or notice of a complaint filed with
a federal, state or local agency; or upon an oral
“claim”, allegation, or threat, you shall give written
notice to us as soon as practicable and either:

a. Anytime during the “policy period”; or

b. Anytime during the extended reporting periods
(if applicable).

If a “claim” or “regulatory proceeding” is brought
against you, you must:

a. Immediately record the specifics of the “claim”
or “regulatory proceeding” and the date
received;

b. Provide us with written notice, as soon as
practicable, but in no event more than 60 days
after the date the “claim” or “regulatory
proceeding” is first received by you;

c. Immediately send us copies of any demands,
notices, summonses, or legal papers received
in connection with the “claim” or “regulatory
proceeding”;

d. Authorize us to obtain records and other
information;

e. Cooperate with us in the investigation,
settlement, or defense of the “claim” or
“regulatory proceeding”;

f.  Assist us, upon our request, in the
enforcement of any right against any person
or organization which may be liable to you
because of “loss” or “defense costs” to which
this insurance may also apply; and

g. Not take any action, or fail to take any
required action, that prejudices your rights or
our rights with respect to such “claim” or
“regulatory proceeding”.

In the event of a “personal data compromise”,
“computer attack”, or “cyber extortion threat”,
insured under this Cyber Suite Coverage, you
must see that the following are done:

a. Notify the police if a law may have been
broken.

b. Notify us as soon as practicable, but in no
event more than 60 days after the “personal
data compromise”, “computer attack”, or
“cyber extortion threat”. Include a description

of any property involved.

c. As soon as possible, give us a description of
how, when and where the “personal data
compromise”, “computer attack”, or “cyber

extortion threat” occurred.

d. As often as may be reasonably required,
permit us to:
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Cyber Suite Coverage Part

(1) Inspect the property proving the
“personal data compromise”, “computer

attack”, or “cyber extortion threat”;

(2) Examine your books, records, electronic
media and records, and hardware;

(3) Take samples of damaged and
undamaged property for inspection,
testing, and analysis;

(4) Make copies from your books, records,
electronic media and records, and
hardware;

(5) Send us signed, sworn proof of “loss”
containing the information we request to
investigate the “personal data
compromise”, “computer attack”, or
“cyber extortion threat”. You must do this
within 60 days after our request. We will

supply you with the necessary forms;

(6) Cooperate with us in the investigation or
settlement of the “personal data
compromise”, “computer attack”, or

“cyber extortion threat”;

(7) If you intend to continue your business,
you must resume all or part of your
operations as quickly as possible;

(8) Make no statement that will assume any
obligation or admit any liability, for any
“loss” for which we may be liable, without
our prior written consent; and

(9) Promptly send us any legal papers or
notices received concerning the “loss”.

We may examine you under oath at such times
as may be reasonably required, about any matter
relating to this insurance or the “claim”, “regulatory
proceeding”, or “loss”, including your books and
records. In the event of an examination, your

answers must be signed.

You may not, except at your own cost, voluntarily
make a payment, assume any obligation, or incur
any expense without our prior written consent.

I.  PRE-NOTIFICATION CONSULTATION

1.

You agree to consult with us prior to the issuance
of notification of a data breach to “affected
individuals”.

You agree to consult with us prior to the issuance
of notification to “affected individuals”. We assume
no responsibility under Data Compromise
Response Expenses for any services promised to
“affected individuals” without our prior agreement.
If possible, this pre-notification consultation will

also include the designated service provider(s) as
agreed to under the Service Providers condition
below. You must provide the following at our
pre-notification consultation with you:

a. The exact list of “affected individuals” to be
notified, including contact information.

b. Information about the “personal data
compromise” that may appropriately be
communicated with “affected individuals”.

c. The scope of services that you desire for the
“affected individuals”. For example, coverage
may be structured to provide fewer services
in order to make those services available to
more “affected individuals” without exceeding
the available Data Compromise Response
Expenses limit of insurance.

J. SERVICE PROVIDERS

1.

We will only pay under this Cyber Suite Coverage
for services that are provided by service providers
approved by us. You must obtain our prior
approval for any service provider whose expenses
you want covered under this Cyber Suite
Coverage. We will not unreasonably withhold such
approval.

Prior to the Pre-Notification Consultation described
in the Pre-Notification Consultation Condition
above, you must come to agreement with us
regarding the service provider(s) to be used for
the Notification to “Affected Individuals” and
Services to “Affected Individuals”. We will suggest
a service provider. If you prefer to use an alternate
service provider, our coverage is subject to the
following limitations:

a. Such alternate service provider must be
approved by us;

b. Such alternate service provider must provide
services that are reasonably equivalent or
superior in both kind and quality to the
services that would have been provided by
the service provider we had suggested; and

c. Our payment for services provided by any
alternate service provider will not exceed the
amount that we would have paid using the
service provider we had suggested.

K. SERVICES

The following conditions apply as respects any services
provided to you or any “affected individual” by us, our
designees or any service firm paid for in whole or in
part under this Cyber Suite Coverage:
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1.

The effectiveness of such services depends on
the cooperation and assistance of you and
“affected individuals”.

All services may not be available or applicable to
all individuals. For example, “affected individuals”
who are minors or foreign nationals may not have
credit records that can be provided or monitored.
Service in Canada will be different from service in
the United States and Puerto Rico in accordance
with local conditions.

We do not warrant or guarantee that the services
will end or eliminate all problems associated with
the covered events.

You will have a direct relationship with the
professional service firms paid for in whole or in
part under this Cyber Suite Coverage. Those firms
work for you.

Vil. CYBER SUITE DEFINITIONS

A. The following definitions apply exclusively to this
coverage part:

1.

“Affected Individual” means any person who is
your current, former or prospective, member,
owner, “officer”, director, or “employee” and whose
“personally identifying information” or “personally
sensitive information” is lost, stolen, accidentally
released or accidentally published by a “personal
data compromise” covered under this Cyber Suite
Coverage. This definition is subject to the following
provisions:

a. ‘“Affected individual” does not include any
business or organization. Only an individual
person may be an “affected individual”.

b. An “affected individual” must have a direct
relationship with your interests as insured
under this policy. The following are examples
of individuals who would not meet this
requirement:

(1) Ifyou aggregate or sell information about
individuals as part of your business, the
individuals about whom you keep such
information do not qualify as “affected
individuals”. However, specific individuals
may qualify as “affected individuals” for
another reason, such as being an
“employee” of yours.

(2) If you store, process, transmit or
transport records, the individuals whose
“personally identifying information” or
“personally sensitive information” you are
storing, processing, transmitting, or
transporting for another entity do not
qualify as “affected individuals”.

However, specific individuals may qualify
as “affected individuals” for another
reason, such as being an “employee” of
yours.

(3) You may have operations, interests, or
properties that are not insured under this
policy. Individuals who have a
relationship with you through such other
operations, interests or properties do not
qualify as “affected individuals”.
However, specific individuals may qualify
as “affected individuals” for another
reason, such as being an “employee” of
the operation insured under this policy.

c. An“affected individual” may reside anywhere
in the world.

“Aggregate limit(s)” means the maximum
amount stated in the policy for which the insurer
will be liable regardless of the number of covered
“claims”.

“Authorized Third Party User” means a party
who is not an “employee”, director, or “officer” of
you who is authorized by contract or other
agreement to access the “computer system” for
the receipt or delivery of services.

“Bodily Injury” means bodily injury, sickness or
disease sustained by a person, including death
resulting from any of these at any time.

“Business Income and Extra Expense Loss”
means the loss of Business Income and Extra
Expense actually incurred during the Period of
Restoration.

a. As used in this definition, Business Income
means the sum of:

(1) Net income (net profit or loss before
income taxes) that would have been
earned or incurred; and

(2) Continuing normal and necessary
operating expenses incurred, including
“employee” and director payroll.

b. As used in this definition, Extra Expense
means the additional cost you incur to operate
your business over and above the cost that
you normally would have incurred to operate
your business during the same period had no
“computer attack” occurred.

c. As used in this definition, Period of
Restoration means the period of time that
begins at the time that the “computer attack”
is discovered by you and continues until the
earlier of:
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(1) The date that all data restoration, data
re-creation, and system restoration
directly related to the “computer attack”
has been completed; or

(2) The date on which such data restoration,
data re-creation, and system restoration
could have been completed with the
exercise of due diligence and dispatch.

6. “Claim”

a.

“Claim” means:

(1) A written demand for monetary damages
or non-monetary relief, including
injunctive relief;

(2) A civil proceeding commenced by the
filing of a complaint;

(3) An arbitration proceeding in which such
damages are claimed and to which you
must submit or do submit with our
consent; and

(4) Any other alternative dispute resolution
proceeding in which such damages are
claimed and to which you must submit
or to which we agree you should submit
to;

arising from a “wrongful act” or a series of
interrelated “wrongful acts” including any
resulting appeal.

“Claim” does not mean or include:

(1) Any demand or action brought by or on
behalf of someone who is your builder,
developer, or sponsor or any person or
organization affiliated with your builder,
developer, or sponsor in any capacity ,
whether directly, derivatively, or by class
action. “Claim” will include proceedings
brought by such individuals in their
capacity as “affected individuals”, but
only to the extent that the damages
claimed are the same as would apply to
any other “affected individual”; or

(2) A “regulatory proceeding”.

¢. Includes a demand or proceeding arising
from a “wrongful act” that is a “personal
data compromise” only when:

(1) The proceeding is brought by one or
more “affected individuals”;

(2) The claimant alleges that one or more
“affected individuals” suffered damages;
and

10.

1.

12,

(3) The “personal data compromise” giving
rise to the proceeding was covered under
Data Compromise Response Expenses
section of this Cyber Suite Coverage, or
prior similar coverage in effect for the
Named Insured during the “coverage
term” and you submitted a “claim” to us
or such prior insurer and provided
notifications and services to “affected
individuals” in consultation with us or the
prior insurer pursuant to Data
Compromise Response Expenses in
connection with such “personal data
compromise”.

“Committee” means a body of persons duly
delegated by the Named Insured’s board of
directors or functional equivalent thereof, to
consider, investigate, take action on, or report on
a matter; or established by the named insured’s
governing documents.

“Committee member” means a duly elected or
appointed member of a “committee”.

“Computer Attack” means one of the following
involving the “computer system”:

a. An “unauthorized access incident”;
b. A “malware attack”; or

c. A “denial of service attack” against a
“‘computer system”.

“Computer System” means a computer or other
electronic hardware that:

a. Is owned orleased by you and operated
under your control; or

b. Isoperated by your community manager while
providing community management services
to you. No coverage is available for your
community manager’s operation of a
‘computer system” in connection with services
provided to, or on behalf of, any individual or
entity that is not an insured.

“Coverage Term” means the increment of time:

a. Commencing on the earlier of the first
inception date of this Cyber Suite Coverage
or the first inception date of any coverage
substantially similar to that described in this
Cyber Coverage and held immediately prior
to this Cyber coverage; and

b. Ending upon the “termination of coverage”.
“Coverage Territory” means:

a. Withrespectto Data Compromise Response
Expenses, “Computer Attack”, and Cyber
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Extortion, “coverage territory” means
anywhere in the world.

With respect to Data Compromise Liability,
Network Security Liability, and Electronic
Media Liability, “coverage territory” means
anywhere in the world, however “claims” must
be brought within the United States (including
its territories and possessions) or Puerto Rico.

13. “Cyber Extortion Expenses” means:

a.

The cost of a negotiator or investigator
retained by you in connection with a “cyber
extortion threat”; and

Any amount paid by you in response to a
“cyber extortion threat” to the party that made
the “cyber extortion threat” for the purposes
of eliminating the “cyber extortion threat”
when such expenses are necessary and
reasonable and arise directly from a “cyber
extortion threat”. The payment of “cyber
extortion expenses” must be approved in
advance by us. We will not pay for “cyber
extortion expenses” that have not been
approved in advance by us. We will not
unreasonably withhold our approval.

14. “Cyber Extortion Threat” means:

a.

“Cyber extortion threat” means a demand for
money from you based on a credible threat,
or series of related credible threats, to:

(1) Launch a “denial of service attack”
against the “computer system” for the
purpose of denying “authorized third
party users” access to your services
provided through the “computer system”
via the Internet;

(2) Gainaccess to a “computer system” and
use that access to steal, release, or
publish “personally identifying
information”, “personally sensitive

information”, or “third party corporate

data”;

(3) Alter, damage or destroy electronic data
or software while such electronic data or
software is stored within a “computer
system?”;

(4) Launch a “computer attack” against a
“‘computer system” in order to alter,
damage, or destroy electronic data or
software while such electronic data or
software is stored within a “computer
system”; or

15.

16.

17.

18.

b.

(5) Cause you to transfer, pay or deliver any
funds or property using a “computer
system” without your authorization.

“Cyber extortion threat” does not mean or
include any threat made in connection with a
legitimate commercial dispute.

“Data Re-creation Costs”

a.

“Data re-creation costs” means the costs of
an outside professional firm hired by you to
research, re-create, and replace data that has
been lost or corrupted and for which there is
no electronic source available or where the
electronic source does not have the same or
similar functionality to the data that has been
lost or corrupted.

“Data re-creation costs” does not mean or
include costs to research, re-create, or
replace:

(1) Software programs or operating systems
that are not commercially available; or

(2) Data that is obsolete, unnecessary, or
useless to you.

“Data Restoration Costs”

a.

“Data restoration costs” means the costs of
an outside professional firm hired by you to
replace electronic data that has been lost or
corrupted. In order to be considered “data
restoration costs”, such replacement must be
from one or more electronic sources with the
same or similar functionality to the data that
has been lost or corrupted.

“Data restoration costs” does not mean or
include costs to research, re-create, or
replace:

(1) Software programs or operating systems
that are not commercially available; or

(2) Data that is obsolete, unnecessary, or
useless to you.

“Declarations” means any declarations
comprising part of the policy.

“Defense Costs”

a.

“Defense costs” means reasonable and
necessary expenses consented to by us
resulting solely from the investigation,
defense, and appeal of any “claim” or
“regulatory proceeding” against you. Such
expenses may include premiums for any
appeal bond, attachment bond, or similar
bond. However, we have no obligation to
apply for or furnish such bond.
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19.

20.

21,

22,

23.

24,

b. “Defense costs” does not mean or include the
salaries or wages of your “employees” or
directors, or your loss of earnings.

“Denial of Service Attack” means an intentional
attack against a target computer or network of
computers designed to overwhelm the capacity of
the target computer or network in order to deny
or impede authorized users from gaining access
to the target computer or network through the
Internet.

“Electronic Media Incident” means an allegation
that the display of information in electronic form
by you on a website resulted in:

a. Infringement of another’s copyright, title,
slogan, trademark, trade name, trade dress,
service mark, or service name;

b. Defamation against a person or organization
that is unintended; or

c. Aviolation of a person’s right of privacy,
including false light and public disclosure of
private facts.

“Employee” includes a “leased worker”.
“Employee” does not include a “temporary worker”.

“Identity Theft”

a. ‘“ldentity theft” means the fraudulent use of
“personally identifying information”. This
includes fraudulently using such information
to establish credit accounts, secure loans,
enter into contracts, or commit crimes.

b. “ldentity theft” does not mean or include the
fraudulent use of a business name, d/b/a or
any other method of identifying a business
activity.

[13 LOSS”

a. With respect to Data Compromise Response
Expenses, “loss” means those expenses
enumerated in Data Compromise Response
Expenses, Section |.A.1..

b. Withrespectto “Computer Attack” and Cyber
Extortion, “loss” means those “cyber attack”
expenses and “cyber extortion expenses”
enumerated in Section |.A.2.

c. With respect to Data Compromise Liability,
Network Security Liability and Electronic
Media Liability, “loss” means “defense costs”
and “settlement costs”.

“Malware Attack”

a. “Malware attack” means an attack that
damages a “computer system” or data

25.

26.

27.

28.

contained therein arising from malicious code,
including viruses, worms, Trojans, spyware,
and keyloggers.

b. “Malware attack” does not mean or include
damage from shortcomings or mistakes in
legitimate electronic code or damage from
code installed on your “computer system”
during the manufacturing process or normal
maintenance.

“Malware-Related Compromise” means a
“personal data compromise” that is caused,
enabled or abetted by a virus or other malicious
code that, at the time of the “personal data
compromise”, is named and recognized by the
CERT® Coordination Center, McAfee®, Secunia,
Symantec, or other comparable third party
monitors of malicious code activity.

“Network Security Incident” means a negligent
security failure or weakness with respect to a
“computer system” which allowed one or more of
the following to happen:

a. The unintended propagation or forwarding of
malware, including viruses, worms, Trojans,
spyware, and keyloggers. Malware does not
include shortcomings or mistakes in legitimate
electronic code;

b. The unintended abetting of a “denial of
service attack” against one or more other
systems; or

c. Theunintended loss, release or disclosure of
“third party corporate data”.

“Officer(s)” means a person holding any of the
“officer” 